
Titre : OpenVpn 

 

Objectif : Mettre en place un service OpenVpn dans un container docker sur 

Ubuntu. 
 

MISE EN PRATIQUE 
 
Pour mettre en place Openvpn dans un conteneur docker sur ubuntu nous 
allons nous centrer sur ces 8 étapes suivantes : 
1.Installation de docker 
2. Créer un réseau docker pour que les conteneurs puissent communiquer 
entre eux.  
3.Télécharger l’image OpenVpn en utilisant l’image officielle d’openvpn depuis 
le docker hub. 
4.Créer un volume docker pour stocker les données d’Openvpn 
5. Lancer le conteneur Openvpn en suivant les instructions pour configurer 
openvpn. Les fichiers de configuration seront stockés dans le volume créé 
6.Lancer le conteneur Openvpn 
7.Générer les fichiers de configuration client. Cela créera un fichier OVPN pour 
le client. 
 

Solution 
Vérifiez si Docker est installé : docker -v 
Image utilisée : kylemanna/openvpn (à partir de hub.docker.com) 
 
Extraire l’image du hub Docker : docker pull kylemanna/openvpn 

 
Obtenez votre adresse IP : ip addr show 
Obtenir votre adresse IP dans l’interface utilisateur d’Ubuntu : Système > À 
propos de > réseau 
Créer et initialiser openvpn (créer la configuration openvpn) 
docker run --rm -v $PWD :/etc/openvpn kylemanna/openvpn ovpn_genconfig -
u udp:// 



 
 
Créer un certificat docker run --rm -v $PWD :/etc/openvpn -it  
kylemanna/openvpn ovpn_initpki 
 

 

 
 
Créer un compte client docker run --rm -v $PWD :/etc/openvpn -it 
kylemanna/openvpn easyrsa build-client-full client. 
 
Copier le certificat client (fichier ovpn) à partir du conteneur docker run --rm -v 
$PWD :/etc/openvpn kylemanna/openvpn ovpn_getclient client > client.ovpn. 
 

 
 
Démarrer le conteneur OpenVPN docker run --name openvpn -v $PWD 
:/etc/openvpn -d -p 1194 :1194/udp --capadd=NET_ADMIN --restart always 
kylemanna/openvpn 
 
Vérifier si le conteneur est en cours d’exécution : docker ps 



 
 
Vérifier les journaux de conteneur : docker logs openvpn 
 

TEST 

 
 

 
 
Conclusion 
 
En résumé, la mise en place d'un service OpenVPN dans un conteneur Docker 
sur Ubuntu offre une solution moderne, flexible et sécurisée pour répondre aux 
besoins croissants de connectivité distante. En capitalisant sur les avantages de 
la virtualisation, nous parvenons à concilier efficacité opérationnelle, sécurité 
renforcée et facilité de déploiement. Cette approche représente une étape 



importante dans l'optimisation des infrastructures réseau, offrant une solution 
pérenne et adaptable aux évolutions futures des besoins en matière de 
connectivité sécurisée. 
 
 
 


